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Je viens de recevoir ce message :


_Transparency France met à disposition des victimes et témoins de faits de corruption,

une plateforme de signalement sécurisée !


Alerte corruption est une plateforme de signalement sécurisée. Ce nouvel outil permet à tout citoyen de nous faire parvenir des messages et des documents de manière totalement sécurisée car cryptés de bout en bout, de manière anonyme, tout en préservant l’identité des sources. 



La création de cette plateforme a été menée en partenariat avec l’ONG Nothing2Hide, experte de la sécurité informatique pour les journalistes et leurs sources.

_


Et le lien sur lequel on nous invite à cliquer pour accéder anonymement à la plateforme est :

https://transparency-france.us12.list-manage.com/track/click?u=62927g345fdf67de0eefb375b&id=9c75580910&e=5fb3a21d3b qui est un serveur mailchip.

Donc j'en conclue que pour l'anonymat en utilisant le lien dans ce mail, c'est raté, non ?

Et par la suite, même si j'y accède directement, si je ne cache pas mon IP, mon FAI va pouvoir transmettre les moments où je me connecte à la plateforme et faire le lien avec les données éventuellement récupérées légalement ou pas sur cette plateforme ?
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