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Aujourd'hui j'ai été cambriolé, durant la journée.


Or, durant la journée, depuis mon travail, j'ai toujours ceci qui tourne:



ssh -tY machine1 ssh -Y machine2 claws-mail




machine1 est accessible publiquement en ssh grâce à du NAT derrière ma box. 


machine2 a été volée, mais pas machine1. Du coup, je me dis que je dois pouvoir retrouver l'heure du crime dans les logs de machine1. Tel que je l'imagine, machine2 a été fermée pour être emportée (c'est un portable) ce qui l'a mise en veille: le ssh -Y machine2 se coupe, et donc dans la foulée le ssh -Y machine1 aussi.


Pour l'instant, j'ai trouvé ceci dans /var/log/auth.log:



Oct  1 17:44:58 Lucinda-Durmanof sshd[21604]: Received disconnect from <ip> port 36456:11: disconnected by user

Oct  1 17:44:58 Lucinda-Durmanof sshd[21604]: Disconnected from user alexis <ip> port 36456

Oct  1 17:44:58 Lucinda-Durmanof sshd[21473]: pam_unix(sshd:session): session closed for user <user>



Puis-je en déduire l'heure du crime ? J'ignore s'il la déconnexion est immédiate ou bien s'il y a un timeout.


Auriez-vous d'autres idées de fichiers de logs à consulter ?
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